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Revision History 
 

Issue Date Changes in this Revision 

1.0 November 30, 2006 Initial version. 

1.01 January 11, 2007 Initial Release 

1.02 August 1, 2007 Update to implement EV Guidelines v1.0 and 

OCSP data requirements 

1.1 September 24, 2008 Revision to routine rekey and key changeover. 

Other minor revisions having no substantive 

impact. 

1.2 December 3, 2009 Revisions to add additional application software 

vendors and relying parties as third party 

beneficiaries. Deleted Subscriber notice 

requirements. Added Non-Commercial Entities to 

end-entity types. Added Certificate Profiles. 

Other minor revisions having no substantive 

impact. 

1.3 February 28, 2011 Updated disaster recovery requirements and other 

minor changes having no substantive impact. 

1.4 June 25, 2012 Update for compliance to Baseline Requirements 

 

1.5 December 1, 2013 Update for inclusion of data controls for 

certificate renewal, support for smartcards, and 

subordinate CA certificates 

1.6 March 4, 2014 Change to Loss Limitations 

1.7 April 6, 2015 Updated PKI hierarchy, SHA-2, added Certificate 

Transparency and Certification Authority 

Authorization 

1.8 July 6, 2015 Update for EV Code Signing 

1.9 February 12, 2016 Updates for HSM criteria 

2.0 February 1, 2017 Update PKI hierarchy, roots, ECC key size and 

certificate profiles, changes to Definitions, 

Disclaimers, Loss Limitations and Conflict of 

Provisions 

2.1 July 14, 2017 Update for domain validation methods and update 

for CAA 

2.2 May 31, 2018 This CPS has been replaced by ENTRUST 

CERTIFICATE SERVICES Certification Practice 

Statement Version 3.0, dated May 31, 2018 

 


